Datenschutzerklarung

Einleitung

Mit der folgenden Datenschutzerklarung mochten wir Sie dariber aufkldren, welche Arten Ihrer
personenbezogenen Daten (nachfolgend auch kurz als "Daten" bezeichnet) wir zu welchen Zwecken und in
welchem Umfang verarbeiten. Die Datenschutzerklarung gilt fir alle von uns durchgefihrten Verarbeitungen
personenbezogener Daten, sowohl im Rahmen der Erbringung unserer Leistungen als auch insbesondere auf
unseren Webseiten, in mobilen Applikationen sowie innerhalb externer Onlineprasenzen, wie z.B. unserer
Social-Media-Profile (nachfolgend zusammenfassend bezeichnet als "Onlineangebot™).
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Ubersicht der Verarbeitungen

Die nachfolgende Ubersicht fasst die Arten der verarbeiteten Daten und die Zwecke ihrer Verarbeitung
zusammen und verweist auf die betroffenen Personen.

Arten der verarbeiteten Daten
* Bestandsdaten (Namen, Adressen, etc.).
* Inhaltsdaten (Texteingaben, Fotografien, Videos).
* Kontaktdaten (E-Mail, Telefonnummern).
*  Meta-/Kommunikationsdaten (Gerdte-Informationen, IP-Adressen).
* Nutzungsdaten (besuchte Webseiten, Interesse an Inhalten, Zugriffszeiten).

Kategorien betroffener Personen

*  Nutzer (Websitebesucher, Nutzer von Onlinediensten).
Zwecke der Verarbeitung

* Kontaktanfragen und Kommunikation.

*  Tracking (Interessens-/verhaltensbezogenes Profiling, Cookies).



Maf3gebliche Rechtsgrundlagen

Im Folgenden teilen wir die Rechtsgrundlagen der Datenschutzgrundverordnung (DSGVO), auf deren Basis wir
die personenbezogenen Daten verarbeiten, mit. Bitte beachten Sie, dass zusatzlich zu den Regelungen der
DSGVO die nationalen Datenschutzvorgaben in lhrem bzw. unserem Wohn- und Sitzland gelten kénnen.

* Berechtigte Interessen (Art. 6 Abs. 1 S. 1 lit. f. DSGVO) - Die Verarbeitung ist zur Wahrung der
berechtigten Interessen des Verantwortlichen oder eines Dritten erforderlich, sofern nicht die
Interessen oder Grundrechte und Grundfreiheiten der betroffenen Person, die den Schutz
personenbezogener Daten erfordern, Gberwiegen.

Nationale Datenschutzregelungen in Deutschland: Zusatzlich zu den Datenschutzregelungen der
Datenschutz-Grundverordnung gelten nationale Regelungen zum Datenschutz in Deutschland. Hierzu gehort
insbesondere das Gesetz zum Schutz vor Missbrauch personenbezogener Daten bei der Datenverarbeitung
(Bundesdatenschutzgesetz — BDSG). Das BDSG enthdlt insbesondere Spezialregelungen zum Recht auf
Auskunft, zum Recht auf Loschung, zum Widerspruchsrecht, zur Verarbeitung besonderer Kategorien
personenbezogener Daten, zur Verarbeitung fir andere Zwecke und zur Ubermittlung sowie automatisierten
Entscheidungsfindung im Einzelfall einschlief3lich Profiling. Des Weiteren regelt es die Datenverarbeitung fur
Zwecke des Beschaftigungsverhdltnisses (§ 26 BDSG), insbesondere im Hinblick auf die Begriindung,
Durchfihrung oder Beendigung von Beschéftigungsverhéltnissen sowie die Einwilligung von Beschéftigten.
Ferner kénnen Landesdatenschutzgesetze der einzelnen Bundeslénder zur Anwendung gelangen.

SicherheitsmafRnahmen

Wir treffen nach Maf3gabe der gesetzlichen Vorgaben unter Beriicksichtigung des Stands der Technik, der
Implementierungskosten und der Art, des Umfangs, der Umsténde und der Zwecke der Verarbeitung sowie
der unterschiedlichen Eintrittswahrscheinlichkeiten und des Ausmaf3es der Bedrohung der Rechte und
Freiheiten natUrlicher Personen geeignete technische und organisatorische MafRnahmen, um ein dem Risiko
angemessenes Schutzniveau zu gewahrleisten.

Zu den Maldnahmen gehoren insbesondere die Sicherung der Vertraulichkeit, Integritdt und Verfigbarkeit von
Daten durch Kontrolle des physischen und elektronischen Zugangs zu den Daten als auch des sie betreffenden
Zugriffs, der Eingabe, der Weitergabe, der Sicherung der Verfigbarkeit und ihrer Trennung. Des Weiteren
haben wir Verfahren eingerichtet, die eine Wahrnehmung von Betroffenenrechten, die Ldschung von Daten
und Reaktionen auf die Gefdhrdung der Daten gewahrleisten. Ferner beriUcksichtigen wir den Schutz
personenbezogener Daten bereits bei der Entwicklung bzw. Auswahl von Hardware, Software sowie
Verfahren entsprechend dem Prinzip des Datenschutzes, durch Technikgestaltung und durch
datenschutzfreundliche Voreinstellungen.

Bereitstellung des Onlineangebotes und Webhosting

Um unser Onlineangebot sicher und effizient bereitstellen zu kdnnen, nehmen wir die Leistungen von einem
oder mehreren Webhosting-Anbietern in Anspruch, von deren Servern (bzw. von ihnen verwalteten Servern)
das Onlineangebot abgerufen werden kann. Zu diesen Zwecken kénnen wir Infrastruktur- und
Plattformdienstleistungen, Rechenkapazitét, Speicherplatz und Datenbankdienste sowie
Sicherheitsleistungen und technische Wartungsleistungen in Anspruch nehmen.

Zu den im Rahmen der Bereitstellung des Hostingangebotes verarbeiteten Daten kénnen alle die Nutzer
unseres Onlineangebotes betreffenden Angaben gehoéren, die im Rahmen der Nutzung und der
Kommunikation anfallen. Hierzu gehéren regelmal3ig die IP-Adresse, die notwendig ist, um die Inhalte von
Onlineangeboten an Browser ausliefern zu kénnen, und alle innerhalb unseres Onlineangebotes oder von
Webseiten getdtigten Eingaben.

E-Mail-Versand und -Hosting: Die von uns in Anspruch genommenen Webhosting-Leistungen umfassen
ebenfalls den Versand, den Empfang sowie die Speicherung von E-Mails. Zu diesen Zwecken werden die
Adressen der Empfanger sowie Absender als auch weitere Informationen betreffend den E-Mailversand (z.B.
die beteiligten Provider) sowie die Inhalte der jeweiligen E-Mails verarbeitet. Die vorgenannten Daten kdnnen
ferner zu Zwecken der Erkennung von SPAM verarbeitet werden. Wir bitten darum, zu beachten, dass E-Mails
im Internet grundsétzlich nicht verschlisselt versendet werden. Im Regelfall werden E-Mails zwar auf dem
Transportweg verschlisselt, aber (sofern kein sogenanntes Ende-zu-Ende-Verschlisselungsverfahren
eingesetzt wird) nicht auf den Servern, von denen sie abgesendet und empfangen werden. Wir konnen daher
fur den Ubertragungsweg der E-Mails zwischen dem Absender und dem Empfang auf unserem Server keine
Verantwortung Ubernehmen.



Erhebung von Zugriffsdaten und Logfiles: Wir selbst (bzw. unser Webhostinganbieter) erheben Daten zu
jedem Zugriff auf den Server (sogenannte Serverlogdfiles). Zu den Serverlogfiles konnen die Adresse und Name
der abgerufenen Webseiten und Dateien, Datum und Uhrzeit des Abrufs, Ubertragene Datenmengen,
Meldung uber erfolgreichen Abruf, Browsertyp nebst Version, das Betriebssystem des Nutzers, Referrer URL
(die zuvor besuchte Seite) und im Regelfall IP-Adressen und der anfragende Provider gehoren.

Die Serverlogfiles kénnen zum einen zu Zwecken der Sicherheit eingesetzt werden, z.B., um eine Uberlastung
der Server zu vermeiden (insbesondere im Fall von missbrauchlichen Angriffen, sogenannten DDoS-Attacken)
und zum anderen, um die Auslastung der Server und ihre Stabilitdt sicherzustellen.

* Verarbeitete Datenarten: Inhaltsdaten (Texteingaben, Fotografien, Videos), Nutzungsdaten
(besuchte Webseiten, Interesse an Inhalten, Zugriffszeiten), Meta-/Kommunikationsdaten (Geréte-
Informationen, IP-Adressen).

* Betroffene Personen: Nutzer (Websitebesucher, Nutzer von Onlinediensten).

* Rechtsgrundlagen: Berechtigte Interessen (Art. 6 Abs. 1 S. 1 lit. f. DSGVO).

Prasenzen in sozialen Netzwerken

Wir unterhalten Onlineprdsenzen innerhalb sozialer Netzwerke, um mit den dort aktiven Nutzern zu
kommunizieren oder um dort Informationen Uber uns anzubieten.

Wir weisen darauf hin, dass dabei Daten der Nutzer auf’erhalb des Raumes der Europdischen Union
verarbeitet werden konnen. Hierdurch kénnen sich fiur die Nutzer Risiken ergeben, weil so z.B. die
Durchsetzung der Rechte der Nutzer erschwert werden kénnte. Im Hinblick auf US-Anbieter, die unter dem
Privacy-Shield zertifiziert sind oder vergleichbare Garantien eines sicheren Datenschutzniveaus bieten, weisen
wir darauf hin, dass sie sich damit verpflichten, die Datenschutzstandards der EU einzuhalten.

Ferner werden die Daten der Nutzer innerhalb sozialer Netzwerke im Regelfall fir Marktforschungs- und
Werbezwecke verarbeitet. So kénnen z.B. anhand des Nutzungsverhaltens und sich daraus ergebender
Interessen der Nutzer Nutzungsprofile erstellt werden. Die Nutzungsprofile konnen wiederum verwendet
werden, um z.B. Werbeanzeigen innerhalb und auf3erhalb der Netzwerke zu schalten, die mutmaRlich den
Interessen der Nutzer entsprechen. Zu diesen Zwecken werden im Regelfall Cookies auf den Rechnern der
Nutzer gespeichert, in denen das Nutzungsverhalten und die Interessen der Nutzer gespeichert werden.
Ferner konnen in den Nutzungsprofilen auch Daten unabhdngig der von den Nutzern verwendeten Gerate
gespeichert werden (insbesondere, wenn die Nutzer Mitglieder der jeweiligen Plattformen sind und bei diesen
eingeloggt sind).

Fir eine detaillierte Darstellung der jeweiligen Verarbeitungsformen und der Widerspruchsmdoglichkeiten
(Opt-Out) verweisen wir auf die Datenschutzerklarungen und Angaben der Betreiber der jeweiligen
Netzwerke.

Auch im Fall von Auskunftsanfragen und der Geltendmachung von Betroffenenrechten weisen wir darauf hin,
dass diese am effektivsten bei den Anbietern geltend gemacht werden konnen. Nur die Anbieter haben
jeweils Zugriff auf die Daten der Nutzer und konnen direkt entsprechende Maf3nahmen ergreifen und
Auskinfte geben. Sollten Sie dennoch Hilfe bendtigen, dann kénnen Sie sich an uns wenden.

* Verarbeitete Datenarten: Bestandsdaten (Namen, Adressen, etc.), Kontaktdaten (E-Mail,
Telefonnummern), Inhaltsdaten (Texteingaben, Fotografien, Videos), Nutzungsdaten (besuchte
Webseiten, Interesse an Inhalten, Zugriffszeiten), Meta-/Kommunikationsdaten (Gerate-
Informationen, IP-Adressen).

* Betroffene Personen: Nutzer (Websitebesucher, Nutzer von Onlinediensten).

* Zwecke der Verarbeitung: Kontaktanfragen und Kommunikation, Tracking (Interessens-
[verhaltensbezogenes Profiling, Cookies), Remarketing.

* Rechtsgrundlagen: Berechtigte Interessen (Art. 6 Abs. 1 S. 1 lit. f. DSGVO).

Eingesetzte Dienste und Diensteanbieter:

* Instagram : Soziales Netzwerk; Dienstanbieter: Instagram Inc., 1601 Willow Road, Menlo Park, CA,
94025, USA; Website: https://www.instagram.com; Datenschutzerklarung:
http://instagram.com/about/legal/privacy.

* LinkedlIn: Soziales Netzwerk; Dienstanbieter: LinkedIn Ireland Unlimited Company, Wilton Place,
Dublin 2, Irland; Website: https://www.linkedin.com; Datenschutzerklarung:
https://www.linkedin.com/legal/privacy-policy; Privacy Shield (Gewahrleistung Datenschutzniveau
bei Verarbeitung von Daten in den USA):
https://www.privacyshield.gov/participant?id=a2ztoooooooLoUZAAo&status=Active;
Widerspruchsmaglichkeit (Opt-Out): https://www.linkedin.com/psettings/guest-controls/retargeting-

opt-out.




Anderung und Aktualisierung der Datenschutzerklarung

Wir bitten Sie, sich regelmaf3ig Uber den Inhalt unserer Datenschutzerkldrung zu informieren. Wir passen die
Datenschutzerkldrung an, sobald die Anderungen der von uns durchgefihrten Datenverarbeitungen dies
erforderlich machen. Wir informieren Sie, sobald durch die Anderungen eine Mitwirkungshandlung lhrerseits
(z.B. Einwilligung) oder eine sonstige individuelle Benachrichtigung erforderlich wird.

Rechte der betroffenen Personen

Ilhnen stehen als Betroffene nach der DSGVO verschiedene Rechte zu, die sich insbesondere aus Art. 15 bis 18
und 21 DS-GVO ergeben:

*  Widerspruchsrecht: Sie haben das Recht, aus Griinden, die sich aus lhrer besonderen Situation
ergeben, jederzeit gegen die Verarbeitung der Sie betreffenden personenbezogenen Daten, die
aufgrund von Art. 6 Abs. 1 lit. e oder f DSGVO erfolgt, Widerspruch einzulegen; dies gilt auch fir
ein auf diese Bestimmungen gestiUtztes Profiling. Werden die Sie betreffenden
personenbezogenen Daten verarbeitet, um Direktwerbung zu betreiben, haben Sie das Recht,
jederzeit Widerspruch gegen die Verarbeitung der Sie betreffenden personenbezogenen Daten
zum Zwecke derartiger Werbung einzulegen; dies gilt auch fir das Profiling, soweit es mit
solcher Direktwerbung in Verbindung steht.

*  Widerrufsrecht bei Einwilligungen: Sie haben das Recht, erteilte Einwilligungen jederzeit zu
widerrufen.

*  Auskunftsrecht: Sie haben das Recht, eine Bestatigung dariber zu verlangen, ob betreffende Daten
verarbeitet werden und auf Auskunft Uber diese Daten sowie auf weitere Informationen und Kopie
der Daten entsprechend den gesetzlichen Vorgaben.

* Recht auf Berichtigung: Sie haben entsprechend den gesetzlichen Vorgaben das Recht, die
Vervollstandigung der Sie betreffenden Daten oder die Berichtigung der Sie betreffenden unrichtigen
Daten zu verlangen.

* Recht auf Loéschung und Einschrankung der Verarbeitung: Sie haben nach Maf3gabe der
gesetzlichen Vorgaben das Recht, zu verlangen, dass Sie betreffende Daten unverziglich geldscht
werden, bzw. alternativ nach MalRgabe der gesetzlichen Vorgaben eine Einschréankung der
Verarbeitung der Daten zu verlangen.

* Recht auf Datenibertragbarkeit: Sie haben das Recht, Sie betreffende Daten, die Sie uns
bereitgestellt haben, nach MalRgabe der gesetzlichen Vorgaben in einem strukturierten, gangigen
und maschinenlesbaren Format zu erhalten oder deren Ubermittlung an einen anderen
Verantwortlichen zu fordern.

* Beschwerde bei Aufsichtsbehorde: Sie haben ferner nach Maf3gabe der gesetzlichen Vorgaben das
Recht, bei einer Aufsichtsbehérde, insbesondere in dem Mitgliedstaat lhres gewdhnlichen
Aufenthaltsorts, lhres Arbeitsplatzes oder des Orts des mutmalilichen Verstofdes, wenn Sie der
Ansicht sind, dass die Verarbeitung der Sie betreffenden personenbezogenen Daten gegen die
DSGVO verstol3t.

Begriffsdefinitionen

In diesem Abschnitt erhalten Sie eine Ubersicht Uber die in dieser Datenschutzerklarung verwendeten
Begrifflichkeiten. Viele der Begriffe sind dem Gesetz entnommen und vor allem im Art. 4 DSGVO definiert.
Die gesetzlichen Definitionen sind verbindlich. Die nachfolgenden Erlduterungen sollen dagegen vor allem
dem Verstdndnis dienen. Die Begriffe sind alphabetisch sortiert.

* Remarketing: Vom ,Remarketing", bzw. ,Retargeting" spricht man, wenn z.B. zu Werbezwecken
vermerkt wird, fir welche Produkte sich ein Nutzer auf einer Webseite interessiert hat, um den
Nutzer auf anderen Webseiten an diese Produkte, z.B. in Werbeanzeigen, zu erinnern.

* Tracking: Vom ,Tracking" spricht man, wenn das Verhalten von Nutzern Uber mehrere
Onlineangebote hinweg nachvollzogen werden kann. Hierbei werden im Regelfall im Hinblick auf die
genutzten Onlineangebote Verhaltens- und Interessensinformationen in Cookies oder auf Servern
der Anbieter der Trackingtechnologien gespeichert (sog. Profiling). Diese Informationen kdnnen
anschliefend z.B. dazu eingesetzt werden, um den Nutzern Werbeanzeigen anzuzeigen, die
mutmalilich deren Interessen entsprechen.

* Verarbeitung: "Verarbeitung" ist jeder mit oder ohne Hilfe automatisierter Verfahren ausgefihrten
Vorgang oder jede solche Vorgangsreihe im Zusammenhang mit personenbezogenen Daten. Der
Begriff reicht weit und umfasst praktisch jeden Umgang mit Daten, sei es erheben, auswerten,
speichern, Ubermitteln oder I6schen.
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